DATA ACCESS AGREEMENT
These terms and conditions govern access to the managed access datasets (details of which are set out in Appendix A) to which the User Institution has requested access. The User Institution agrees to be bound by these terms and conditions. 
Definitions
Authorised Personnel: The individuals at the User Institution to whom the Institutions grants access to the Data. This includes the User, the individuals listed in Appendix B and any other individuals for whom the User Institution subsequently requests access to the Data. Details of the initial Authorised Personnel are set out in Appendix B.
Data: The managed access datasets to which the User Institution has requested access. 
Data Producers: The Institutions listed in Appendix A responsible for the collection, development, organisation, and oversight of these data and in particular: 
· The Establishments as it to say the University Côte d’Azur and the CNRS acting for and on behalf of the Institute of Molecular and Cellular Pharmacology, hereinafter referred to as “the IPMC”. 
· The IPMC, a mixed unit between the University Côte d’Azur and CNRS, has generated the data. 
· The Centre Hospitalier Universitaire (hereinafter referred to as “CHU”) de Nice is the Nice University Hospital. It has set up the clinical study, in accordance with ethical rules, in collaboration with the French health authorities, it has recruited the participants to the study, and followed the trial. Human tissue use was approved by the Comité de Protection des Personnes (CPP) IDF-8 (n° 19.10.86), with informed consent obtained from all participants.
External Collaborator: A collaborator of the User, working for an institution other than the User Institution.
Project: The project for which the User Institution has requested access to these Data. A description of the Project is set out in Appendix B.
Publications: Includes, without limitation, articles published in print journals, electronic journals, reviews, books, posters and other written and verbal presentations of research.
Research Participant: An individual whose data form part of these Data.
Research Purposes: Shall mean research that is seeking to advance the understanding of genetics and genomics, including the treatment of disorders, and work on statistical methods that may be applied to such research. 
User: The principal investigator for the Project.
User Institution : The Institution that has requested access to the Data.
1. The User Institution shall imperatively comply with the Standard Contractual Clauses listed in Appendix C.
2. The User Institution agrees to only use these Data for the purpose of the Project (described in Appendix B) and only for Research Purposes. The User Institution further agrees that it will only use these Data for Research Purposes which are within the limitations (if any) set out in Appendix A.	
3. The User Institution agrees to preserve, at all times, the confidentiality of these Data. In particular, it undertakes not to use, or attempt to use these Data to compromise or otherwise infringe the confidentiality of information on Research Participants. Without prejudice to the generality of the foregoing, the User Institution agrees to use at least the measures set out in Appendix A to protect these Data. 	
4. The User Institution agrees to protect the confidentiality of Research Participants in any research papers or publications that they prepare by taking all reasonable care to limit the possibility of identification.	
5. The User Institution agrees not to link or combine these Data to other information or archived data available in a way that could re-identify the Research Participants, even if access to that data has been formally granted to the User Institution or is freely available without restriction.	
6. The User Institution agrees only to transfer or disclose these Data, in whole or part, or any material derived from these Data, to the Authorised Personnel. Should the User Institution wish to share these Data with an External Collaborator, the External Collaborator must complete a separate application for access to these Data.	
7. The User Institution agrees that the Data Producers, and all other parties involved in the creation, funding or protection of these Data: a) make no warranty or representation, express or implied as to the accuracy, quality or comprehensiveness of these Data; b) exclude to the fullest extent permitted by law all liability for actions, claims, proceedings, demands, losses (including but not limited to loss of profit), costs, awards damages and payments made by the Recipient that may arise (whether directly or indirectly) in any way whatsoever from the User Institution’s use of these Data or from the unavailability of, or break in access to, these Data for whatever reason and; c) bear no responsibility for the further analysis or interpretation of these Data.	
8. The User Institution agrees to recognize the contribution of the Data Producers and agrees to include a proper acknowledgement in all reports or publications resulting from the use of these Data.	
9. The User Institution agrees not to make intellectual property claims on these Data and not to use intellectual property protection in ways that would prevent or block access to, or use of, any element of these Data, or conclusion drawn directly from these Data.	
10. The User Institution can elect to perform further research that would add intellectual and resource capital to these data and decide to obtain intellectual property rights on these downstream discoveries. In this case, the User Institution agrees to implement licensing policies that will not obstruct further research and to follow the U.S. National Institutes of Health Best Practices for the Licensing of Genomic Inventions (https://www.icgc.org/files/daco/NIH_BestPracticesLicensingGenomicInventions_2005_en.pdf, 2005) in conformity with the Organisation for Economic Co-operation and Development Guidelines for the Licensing of the Genetic Inventions (2006) (http://www.oecd.org/science/biotech/36198812.pdf).
11. The User Institution agrees to destroy/discard the Data held, once it is no longer used for the Project, unless obliged to retain the data for archival purposes in conformity with audit or legal requirements.
12. The User Institution will notify the Institutions within 30 days of any changes or departures of Authorised Personnel.
13. The User Institution will notify the Institutions prior to any significant changes to the protocol for the Project.	
14. The User Institution will notify the Institutions as soon as it becomes aware of a breach of the terms or conditions of this agreement.	
15. The Institutions may terminate this agreement by written notice to the User Institution. If this agreement terminates for any reason, the User Institution will be required to destroy any Data held, including copies and backup copies. This clause does not prevent the User Institution from retaining these data for archival purpose in conformity with audit or legal requirements.	
16. The User Institution accepts that it may be necessary for the Data Producers to alter the terms of this agreement from time to time. As an example, this may include specific provisions relating to the Data required by Data Producers other than the Establishments. In the event that changes are required, the Data Producers or their appointed agent will contact the User Institution to inform it of the changes and the User Institution may elect to accept the changes or terminate the agreement.	
17. If requested, the User Institution will allow data security and management documentation to be inspected to verify that it is complying with the terms of this agreement.	
18. The User Institution agrees to distribute a copy of these terms to the Authorised Personnel. The User Institution shall procure that the Authorised Personnel comply with the terms of this agreement. 
19. This agreement (and any dispute, controversy, proceedings or claim of whatever nature arising out of this agreement or its formation) shall be construed, interpreted and governed by laws and regulations of the Defendant place and shall be subject to the exclusive jurisdiction of the Defendant place. 	
20. The User Institution undertakes to comply with the regulations in force applicable to the processing of personal data and, in particular, the European Data Protection Regulation and the amended law of 6 January 1978 on data processing, files and freedoms.
21. The User Institution may use a subcontractor to carry out specific processing activities. In this case, it will clearly inform the Institutions of the outsourced processing activities, the identity and contact details of the subcontractor and the dates of the subcontract. The User Institution shall procure that the subcontractor comply with the terms of this agreement
22. The Institutions have 21 days from the date of receipt of this information to submit its objections. This subcontracting can only be carried out if the Institutions have not raised any objections during the agreed period. The User Institution and its subcontractors are required to comply with the obligations of this agreement. It is the responsibility of the User Institution to ensure that the processor provides the same sufficient guarantees as to the implementation of appropriate technical and organisational measures so that the processing operation meets the requirements of the European Data Protection Regulation. If the User Institution and its subcontractors does not fulfil their data protection obligations, the User Institution and its subcontractors remain fully responsible to the Institutions for their respective performance of their obligations.	
23. In the case where the User Institution is located in countries outside the European Economic Area, measures must ensure adequate protection of data sent outside the European Economic Area and all transfers will be covered by a transfer mechanism approved by the European Union authorities. These data transfers will be covered either by the User Institution's certification of the "Privacy Shield" agreement between the European Union and the United States published by the United States Department of Commerce and the European Commission, or by the European Union's Standard Contractual Clauses. Such data transfers will be covered by the EU Standard Contractual Clauses and by additional effective measures where necessary. The aim is to allow legal transfers of personal data to third countries while ensuring that the data transferred benefits from a level of protection essentially equivalent to that guaranteed within the EEA. As soon as the User Institution publicly announces that it has obtained the agreement of the European Union data protection authorities, the data transfers will be covered by the internal company rules or Binding Corporate Rules (BCR) applicable to subcontractors.
24. Each Party shall be liable to the other Party for damages it causes as a result of a breach of these clauses. The liability between the Parties shall be limited to the actual damage suffered. the Institutions not be liable for loss and damages result directly from the User Institution negligence or willful misconduct. The Institutions shall not be held liable for acts or failures committed by the User Institution during the execution of the present agreement.
Each Party shall be liable to patients for damages it causes as a result of a violation of the rights of third party beneficiaries under these clauses. 

25. If there is any inconsistency between this Agreement and its appendices, the Appendices shall prevail.

Agreed for User Institution 
	Signature:
	 

	Name:
	 

	Title:
	 

	Date:
	 



Principal Investigator of the User Institution
I confirm that I have read and understood this Agreement.
	Signature:
	 

	Name:
	

	Title:
	

	Date:
	 





Agreed for the Institutions :

· For the Establishments 
It is furthermore stated that the CNRS has been mandated by the University Côte d’Azur to sign this agreement.
	 Signature:
	 

	Name: 
	 Sylvain DI GIORGIO

	Title: 
	Regional Delegate of the CNRS

	Date: 
	 




· For the CHU 

	Signature:
	 

	Name: 
	 Eric MONCH

	Title: 
	Director of the Clinical Research and Innovation Delegation

	Date: 
	 





VISA of the IPMC
	Visa :
	

	Name: 
	Florian Lesage

	Title: 
	Director of the Research Unit

	Date: 
	 




APPENDIX A – DATASET DETAILS 
Chronic obstructive pulmonary disease (COPD) is a major cause of death (WHO), either alone or through an increased disposition to lung cancer. We built a COPD dataset from human airway biopsies collected in patients at early stages of the disease in the context of our participation to the Human Lung Cell Atlas (HLCA), with the broader goal to create an atlas of the human respiratory system at the single-cell resolution (short and long-read sequencing). Single-cell analysis enabled the construction of an annotated dataset comprising 414 000 cells, representing 65 distinct cell types grouped into four major compartments: epithelial, endothelial, immune and stromal. A total of 117 samples were collected from three distinct anatomical sites —the nose, trachea, and bronchi— across 22 donors, including individuals with COPD, idiopathic pulmonary fibrosis, and healthy controls. We identified in smokers COPD airways an increased fraction of goblet and a decreased fraction of multiciliated cells. Our analyses underscore the critical role of smoking in the development of COPD that is well illustrated by the increased expression of transcripts encoding detoxification enzymes. This effect is much stronger in the epithelial region, which is in more direct contact with the exposome. Fourteen samples were analyzed by single-cell long-read sequencing using the ScNaUmi-seq protocol and the SiCeLoRe pipeline [PMID: 32788667], yielding 63 625 cells from healthy individuals and COPD patients. This analysis reveals isoform-specific expression patterns at single-cell resolution. The distribution of expressed isoforms differs more across cell types than across conditions. 
Citation: Manuscript in preparation
Keywords: Chronic Obstructive Pulmonary Disease, Smoking, Lung, Single-cell RNAseq, 
Dataset reference (EGA Study ID and Dataset Details): EGAS50000000720
Name of project that created the dataset: Early COPD airway atlas
Names of other data producers/collaborators: Laure-Emmanuelle Zaragosi, Antoine Collin, Morgane Fierville, Eamon Mac Andrew, Marie-Jeanne Arguel, Kevin Lebrigand, Marie Couralet, Charles-Hugo Marquette, Sylvie Leroy, Pascal Barbry
Specific limitations on areas of research
Minimum protection measures required:
File access: Data can be held in unencrypted files on an institutional compute system, with Unix user group read/write access for one or more appropriate groups but not Unix world read/write access behind a secure firewall. Laptops holding these data should have password protected logins and screenlocks (set to lock after 5 min of inactivity). If held on USB keys or other portable hard drives, the data must be encrypted.


APPENDIX B – PROJECT DETAILS (to be completed by the Requestor)

Details of dataset requested i.e., EGA Study and Dataset Accession Number
[bookmark: _GoBack]DISCOVAIR (EGA study number: EGAS50000000720).

Brief abstract of the Project in which the Data will be used (500 words max)

All Individuals who the User Institution to be named as registered users

	Name of Registered User
	Email
	Job Title
	Supervisor*

	
	
	
	

	
	
	
	

	
	
	
	



All Individuals that should have an account created at the EGA

	Name of Registered User
	Email 
	Job Title

	
	
	

	
	
	

	
	
	






















APPENDIX C – Standard Contractual Clauses

For the purposes of Article 26(2) of Directive 95/46/EC for the transfer of personal data to processors established in third countries which do not ensure an adequate level of data protection

Name of the data exporting organization: 

CENTRE NATIONAL de la RECHERCHE SCIENTIFIQUE (CNRS), a Public Scientific and Technological Establishment, with registered office located at 3 rue Michel-Ange, 75794 Paris Cedex 16, France, SIREN no. 180089013, APE/NAF 7219Z, represented by its President, Mr Antoine PETIT, having given signatory power for this AGREEMENT to Mr Sylvain Di Giorgio, Regional Delegate of the Delegation Côte d’Azur. The CNRS is acting on behalf of the Institute of Molecular and Cellular Pharmacology (UMR 7275) directed by Florian LESAGE, (the data exporter)

And

	Comment by DRAI Laura: To be completed by the Partner
Name of the data importing organisation: ..................................................................................................... 
Address: ......................................................................................................................................................... Tel. ................................; fax ......................................; e-mail: ............................................................... Other information needed to identify the organisation:............................................................................... (the data importer)
each a ‘party’; together ‘the parties’,


HAVE AGREED on the following Contractual Clauses (the Clauses) in order to adduce adequate safeguards with respect to the protection of privacy and fundamental rights and freedoms of individuals for the transfer by the data exporter to the data importer of the personal data specified in Appendix 1.

Clause 1 : Definitions

For the purposes of the Clauses:

(a) ‘personal data’, ‘special categories of data’, ‘process/processing’, ‘controller’, ‘processor’, ‘data subject’ and ‘supervisory authority’ shall have the same meaning as in Directive 95/46/EC of the European Parliament and of the Council of 24 October 1995 on the protection of individuals with regard to the processing of personal data and on the free movement of such data (1);

(b) ‘the data export’   means the controller who transfers the personal data;

(c) ‘the data importer’ means the processor who agrees to receive from the data exporter personal data intended for processing on his behalf after the transfer in accordance with his instructions and the terms of the Clauses and who is not subject to a third country’s system ensuring adequate protection within the meaning of Article 25(1) of Directive 95/46/EC;

(d) ‘the sub-processor’ means any processor engaged by the data importer or by any other sub-processor of the data importer who agrees to receive from the data importer or from any other sub-processor of the data importer personal data exclusively intended for processing activities to be carried out on behalf of the data exporter after the transfer in accordance with his instructions, the terms of the Clauses and the terms of the written subcontract;

(e) ‘the applicable data protection law’ means the legislation protecting the fundamental rights and freedoms of indi viduals and, in particular, their right to privacy with respect to the processing of personal data applicable to a data controller in the Member State in which the data exporter is established;

(f) ‘technical and organisational security measures’ means those measures aimed at protecting personal data against accidental or unlawful destruction or accidental loss, alteration, unauthorised disclosure or access, in particular where the processing involves the transmission of data over a network, and against all other unlawful forms of processing.

Clause 2 : Details of the transfer

The details of the transfer and in particular the special categories of personal data where applicable are specified in Appendix 1 which forms an integral part of the Clauses.

Clause 3 : Third-party beneficiary clause

1. The data subject can enforce against the data exporter this Clause, Clause 4(b) to (i), Clause 5(a) to (e), and (g) to (j), Clause 6(1) and (2), Clause 7, Clause 8(2), and Clauses 9 to 12 as third-party beneficiary.

2. The data subject can enforce against the data importer this Clause, Clause 5(a) to (e) and (g), Clause 6, Clause 7, Clause 8(2), and Clauses 9 to 12, in cases where the data exporter has factually disappeared or has ceased to exist in law unless any successor entity has assumed the entire legal obligations of the data exporter by contract or by operation of law, as a result of which it takes on the rights and obligations of the data exporter, in which case the data subject can enforce them against such entity.

3. The data subject can enforce against the sub-processor this Clause, Clause 5(a) to (e) and (g), Clause 6, Clause 7, Clause 8(2), and Clauses 9 to 12, in cases where both the data exporter and the data importer have factually disappeared or ceased to exist in law or have become insolvent, unless any successor entity has assumed the entire legal obligations of the data exporter by contract or by operation of law as a result of which it takes on the rights and obligations of the data exporter, in which case the data subject can enforce them against such entity. Such third-party liability of the sub- processor shall be limited to its own processing operations under the Clauses.

4. The parties do not object to a data subject being represented by an association or other body if the data subject so expressly wishes and if permitted by national law.

The data exporter agrees and warrants:

Clause 4 : Obligations of the data exporter

(a) that the processing, including the transfer itself, of the personal data has been and will continue to be carried out in accordance with the relevant provisions of the applicable data protection law (and, where applicable, has been notified to the relevant authorities of the Member State where the data exporter is established) and does not violate the relevant provisions of that State;

(b) that it has instructed and throughout the duration of the personal data-processing services will instruct the data importer to process the personal data transferred only on the data exporter’s behalf and in accordance with the applicable data protection law and the Clauses;

(c) that the data importer will provide sufficient guarantees in respect of the technical and organisational security measures specified in Appendix 2 to this contract;

(d) that after assessment of the requirements of the applicable data protection law, the security measures are appropriate to protect personal data against accidental or unlawful destruction or accidental loss, alteration, unauthorised disclosure or access, in particular where the processing involves the transmission of data over a network, and against all other unlawful forms of processing, and that these measures ensure a level of security appropriate to the risks presented by the processing and the nature of the data to be protected having regard to the state of the art and the cost of their implementation;

(e) that it will ensure compliance with the security measures;

(f) that, if the transfer involves special categories of data, the data subject has been informed or will be informed before, or as soon as possible after, the transfer that its data could be transmitted to a third country not providing adequate protection within the meaning of Directive 95/46/EC;

(g) to forward any notification received from the data importer or any sub-processor pursuant to Clause 5(b) and Clause 8(3) to the data protection supervisory authority if the data exporter decides to continue the transfer or to lift the suspension;

(h) to make available to the data subjects upon request a copy of the Clauses, with the exception of Appendix 2, and a summary description of the security measures, as well as a copy of any contract for sub-processing services which has to be made in accordance with the Clauses, unless the Clauses or the contract contain commercial information, in which case it may remove such commercial information;

(i) that, in the event of sub-processing, the processing activity is carried out in accordance with Clause 11 by a sub- processor providing at least the same level of protection for the personal data and the rights of data subject as the data importer under the Clauses; and

(j) that it will ensure compliance with Clause 4(a) to (i).

Clause 5 : Obligations of the data importer 

The data importer agrees and warrants:

(a) to process the personal data only on behalf of the data exporter and in compliance with its instructions and the Clauses; if it cannot provide such compliance for whatever reasons, it agrees to inform promptly the data exporter of its inability to comply, in which case the data exporter is entitled to suspend the transfer of data and/or terminate the contract;

(b) that it has no reason to believe that the legislation applicable to it prevents it from fulfilling the instructions received from the data exporter and its obligations under the contract and that in the event of a change in this legislation which is likely to have a substantial adverse effect on the warranties and obligations provided by the Clauses, it will promptly notify the change to the data exporter as soon as it is aware, in which case the data exporter is entitled to suspend the transfer of data and/or terminate the contract;

(c) that it has implemented the technical and organisational security measures specified in Appendix 2 before processing the personal data transferred;

(d) that it will promptly notify the data exporter about:
	(i) any legally binding request for disclosure of the personal data by a law enforcement authority unless otherwise prohibited, such as a prohibition under criminal law to preserve the confidentiality of a law enforcement investigation;
	(ii) any accidental or unauthorised access; and
	(iii) any request received directly from the data subjects without responding to that request, unless it has been otherwise authorised to do so;

(e) to deal promptly and properly with all inquiries from the data exporter relating to its processing of the personal data subject to the transfer and to abide by the advice of the supervisory authority with regard to the processing of the data transferred;

(f) at the request of the data exporter to submit its data-processing facilities for audit of the processing activities covered by the Clauses which shall be carried out by the data exporter or an inspection body composed of independent members and in possession of the required professional qualifications bound by a duty of confidentiality, selected by the data exporter, where applicable, in agreement with the supervisory authority;

(g) to make available to the data subject upon request a copy of the Clauses, or any existing contract for sub-processing, unless the Clauses or contract contain commercial information, in which case it may remove such commercial information, with the exception of Appendix 2 which shall be replaced by a summary description of the security measures in those cases where the data subject is unable to obtain a copy from the data exporter;

(h) that, in the event of sub-processing, it has previously informed the data exporter and obtained its prior written consent;

(i) that the processing services by the sub-processor will be carried out in accordance with Clause 11;

(j) to send promptly a copy of any sub-processor agreement it concludes under the Clauses to the data exporter.

Clause 6 : Liability

1. The parties agree that any data subject, who has suffered damage as a result of any breach of the obligations referred to in Clause 3 or in Clause 11 by any party or sub-processor is entitled to receive compensation from the data exporter for the damage suffered.

2. If a data subject is not able to bring a claim for compensation in accordance with paragraph 1 against the data exporter, arising out of a breach by the data importer or his sub-processor of any of their obligations referred to in Clause 3 or in Clause 11, because the data exporter has factually disappeared or ceased to exist in law or has become insolvent, the data importer agrees that the data subject may issue a claim against the data importer as if it were the data exporter, unless any successor entity has assumed the entire legal obligations of the data exporter by contract of by operation of law, in which case the data subject can enforce its rights against such entity.
The data importer may not rely on a breach by a sub-processor of its obligations in order to avoid its own liabilities.

3. If a data subject is not able to bring a claim against the data exporter or the data importer referred to in paragraphs 1 and 2, arising out of a breach by the sub-processor of any of their obligations referred to in Clause 3 or in Clause 11 because both the data exporter and the data importer have factually disappeared or ceased to exist in law or have become insolvent, the sub-processor agrees that the data subject may issue a claim against the data sub-processor with regard to its own processing operations under the Clauses as if it were the data exporter or the data importer, unless any successor entity has assumed the entire legal obligations of the data exporter or data importer by contract or by operation of law, in which case the data subject can enforce its rights against such entity. The liability of the sub-processor shall be limited to its own processing operations under the Clauses.

Clause 7 : Mediation and jurisdiction

1. The data importer agrees that if the data subject invokes against it third-party beneficiary rights and/or claims compensation for damages under the Clauses, the data importer will accept the decision of the data subject:

(a) to refer the dispute to mediation, by an independent person or, where applicable, by the supervisory authority; 
(b) to refer the dispute to the courts in the Member State in which the data exporter is established.

2. The parties agree that the choice made by the data subject will not prejudice its substantive or procedural rights to seek remedies in accordance with other provisions of national or international law.

Clause 8 : Cooperation with supervisory authorities

1. The data exporter agrees to deposit a copy of this contract with the supervisory authority if it so requests or if such deposit is required under the applicable data protection law.

2. The parties agree that the supervisory authority has the right to conduct an audit of the data importer, and of any sub-processor, which has the same scope and is subject to the same conditions as would apply to an audit of the data exporter under the applicable data protection law.

3. The data importer shall promptly inform the data exporter about the existence of legislation applicable to it or any sub-processor preventing the conduct of an audit of the data importer, or any sub-processor, pursuant to paragraph 2. In such a case the data exporter shall be entitled to take the measures foreseen in Clause 5(b).

Clause 9 : Governing law

The Clauses shall be governed by the law of the Member State in which the data exporter is established, namely the laws and regulations of France.

Clause 10 : Variation of the contract

The parties undertake not to vary or modify the Clauses. This does not preclude the parties from adding clauses on business related issues where required as long as they do not contradict the Clause.

Clause 11 : Sub-processing

1. The data importer shall not subcontract any of its processing operations performed on behalf of the data exporter under the Clauses without the prior written consent of the data exporter. Where the data importer subcontracts its obligations under the Clauses, with the consent of the data exporter, it shall do so only by way of a written agreement with the sub-processor which imposes the same obligations on the sub-processor as are imposed on the data importer under the Clauses (1). Where the sub-processor fails to fulfil its data protection obligations under such written agreement the data importer shall remain fully liable to the data exporter for the performance of the sub-processor’s obligations under such agreement.

2. The prior written contract between the data importer and the sub-processor shall also provide for a third-party beneficiary clause as laid down in Clause 3 for cases where the data subject is not able to bring the claim for compensation referred to in paragraph 1 of Clause 6 against the data exporter or the data importer because they have factually disappeared or have ceased to exist in law or have become insolvent and no successor entity has assumed the entire legal obligations of the data exporter or data importer by contract or by operation of law. Such third-party liability of the sub-processor shall be limited to its own processing operations under the Clauses.

3. The provisions relating to data protection aspects for sub-processing of the contract referred to in paragraph 1 shall be governed by the law of the Member State in which the data exporter is established, namely the laws of France.

4. The data exporter shall keep a list of sub-processing agreements concluded under the Clauses and notified by the data importer pursuant to Clause 5(j), which shall be updated at least once a year. The list shall be available to the data exporter’s data protection supervisory authority.

Clause 12 : Obligation after the termination of personal data-processing services

1. The parties agree that on the termination of the provision of data-processing services, the data importer and the sub-processor shall, at the choice of the data exporter, return all the personal data transferred and the copies thereof to the data exporter or shall destroy all the personal data and certify to the data exporter that it has done so, unless legislation imposed upon the data importer prevents it from returning or destroying all or part of the personal data transferred. In that case, the data importer warrants that it will guarantee the confidentiality of the personal data transferred and will not actively process the personal data transferred anymore.

2. The data importer and the sub-processor warrant that upon request of the data exporter and/or of the supervisory authority, it will submit its data-processing facilities for an audit of the measures referred to in paragraph 1.


On behalf of the data exporter:

CNRS
Sylvain Di Giorgio
Regional Delegate of the CNRS

Signature 
 (stamp of organisation)
Date 

	Comment by DRAI Laura: To the Partner: Could you complete please? 
On behalf of the data importer:

Name (written out in full): .............................................................................................................................. Position: ......................................................................................................................................................... Address: ......................................................................................................................................................... Other information necessary in order for the contract to be binding (if any):
Signature ............................................................................................
 (stamp of organisation)
Signature ............................................................................................
Date



Appendix 1 to the Standard Contractual Clauses

This Appendix forms part of the Clauses and must be completed and signed by the parties
The Member States may complete or specify, according to their national procedures, any additional necessary information to be contained in this Appendix

Data exporter
The data exporter is participating to the elaboration of the human cell atlas, and has established an atlas of the human healthy airways. This work has been performed with a support of the Chan Zuckerberg Foundation. 

Data importer	Comment by DRAI Laura: To the partner: Could you complete please? 
The data importer is (please specify briefly activities relevant to the transfer): 
........................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................................
Data subjects
The personal data transferred concern genomic data from healthy living volunteers who were recruited by CHU Nice. No clinical information is linked to the data, except the age and the sex of the donors.  

Categories of data
The personal data transferred concern genomic information linked to the sequencing of transcripts performed in individual cells.

Special categories of data (if appropriate)
NA 

Processing operations	Comment by DRAI Laura: To the partner: Could you complete please? 

The personal data transferred will be subject to the following basic processing activities (please specify): ........................................................................................................................................................................

DATA EXPORTER
Name: CNRS 
Authorised Signature


DATA IMPORTER
Name: .................................................................................................................... 
Authorised Signature ...........................................................................................




Appendix 2
to the Standard Contractual Clauses

	Comment by DRAI Laura: To the Partner: could you complete please? 
Description of the technical and organizational security measures implemented by the data importer in accordance with Clauses 4(d) and 5(c) (or document/legislation attached):
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